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Who You’ll Meet

Gather insight from public sector thought leaders on topics 
such as developing a robust workforce, best practices to 
combat cyber risks, and technology applications.

Discuss best practices for top-notch cybersecurity 
measures to prevent data breaches and online fraud. 

This half day event will deepen our understanding of 
the complex cyber landscape and discover innovative 
approaches to enhance our organization’s cyber resilience.   

Benefits of Attending

•	Information Security

•	Cyber Defense

•	Cyber Security

•	Endpoint Security

•	Zero Trust

•	Privacy

•	Risk Management

•	Risk Mitigation

•	Risk Assessment, Incident Response

•	Information Technology

•	Technology

Departments: IS, IT, Administration, Transportation, Finance/Treasury, 
Healthcare, Social Services, Education, Law Enforcement, Defense, HR, 
Emergency Management, Procurement

Organizations: State, Local, Tribal, & Territorial Government Agencies 
& Departments

Leading Cyber Awareness in the 
State of California  
The State of California has been leading the way in cutting-edge 
cybersecurity solutions. This has been an ongoing and much 
needed driving force for collaboration and dynamic change in the 
state. Many acknowledge the serious threats that cyberattacks 
pose to the public sector; but cybersecurity is no longer 
something just for technologists to consider. In 2024, it is the 
responsibility of all team members - regardless of their title – to 
advance cyber defense

Government Cybersecurity Roadshow California will provide 
insight into aspects of leadership, innovation, and cybersecurity 
solutions. From discussions on risk assessment methodologies 
to the implementation of effective management at scale, the 
roadshow will cover a broad spectrum of topics approaches to 
enhance our organization’s cyber resilience.   

These are areas of focus we will explore at Public Sector 
Network’s Government Cybersecurity Roadshow California 
program. This half-day event will provide the ideal meeting place 
to learn from public sector leaders from across California and 
to explore innovative solutions for the cybersecurity challenges 
public servants around the state encounter. 



Sacramento, CA  
Thursday, March 14

Phoenix, AZ 
Tuesday, November 19

Springfield, IL 
Wednesday, 

September 25

Austin, TX 
Thursday, October 24

Richmond, VA 
Thursday, April 18

Washington, D.C. 
Thursday, December 5

Boston, MA 
Wednesday, June 12

Tallahassee,  
FL 

Thursday, August 15

Albany, NY 
Thursday, November 7
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8:15am Registration and Networking Coffee

8:45am Welcome from Public Sector Network 

8:50am Welcome from Chair

Fadi Fadhil, Chief Information Officer, Director of Field Strategy, Palo Alto Networks 

9:20am Government Keynote: Combatting Cybersecurity: It is a Team Sport 

News of data breaches and online frauds has become a matter of regular occurrence, which serves as a constant reminder that leadership 
needs to involve the entire team in a strategy for preventing cyber intrusions.  

Moreover, successful cyber-attacks are often the result of insider mistakes, such as through phishing emails or business email compromise.  

The keynote will discuss ways to develop a culture of shared responsibility.

Mario F. Garcia, MSCIS, CISSP, Supervisory Cybersecurity Advisor (Sacramento, CA), Cybersecurity and Infrastructure Security Agency (CISA) 

9:40am Platinum Partner Session: CNAPP - Simplify complex cloud infrastructure security challenges for AWS, Azure, and Google Cloud
Anthony Rodriguez, Territory Cloud Specialist, Tenable

10:00am Government Keynote: Actively Safeguarding Critical Data with Advanced Threat Protection 

It all comes down to this! We’ve identified a breach and found that our critical data could rapidly become compromised. We’re now down to 
our final defensive measures and time is of the essence. This session will illustrate how to identify attacks as they are happening and analyze 
threats quickly enough to neutralize them before data can be seriously compromised. 
•	 Identify and prevent cyber-attacks in real-time 
•	 Scan for attack patterns and strengthen your overall security infrastructure 
•	 Leverage your log data to monitor your system landscape 
•	 Manage exposure to internal and external threats

Jake Margolis, Chief Information Security Officer, The Metropolitan Water District of Southern California 

10:20am Gold Partner Session: Execution is Key! How to Optimize Security Throughout Your Cloud Journey
Adam Wisnieski, Global Advisory Services, Cyber Strategy and Transformation, Optiv

Explore the Agenda Thursday, March 14, 2024



10:40am Morning Coffee and Networking Break

11:00am Concurrent Roundtables: An interactive opportunity to collaborate
1.	 What’s Next For Cybersecurity in the Public Sector: Winning Strategies and Prepping for the Future  

Facilitated by: Fadi Fadhil, Chief Information Officer, Director of Field Strategy, Palo Alto Networks

2.	 Cyber Threat Assessment: It is a Team Sport: How the State of California Can Combat Cybersecurity Risks 
      Facilitated by: Anthony Rodriguez, Territory Cloud Specialist, Tenable

3.	 Cyber Resilience – From the Front Line to Governing Boards
      Facilitated by: Adam Wisnieski, Global Advisory Services, Cyber Strategy and Transformation, Optiv

4.	 The Long Journey to Zero Trust Security
      Facilitated by: Weston Hyter, Director, RedSeal

12:00pm Panel Discussion: How to Prioritize Your Cybersecurity Applications  

Prioritizing your cybersecurity applications is vital to making progress towards addressing vulnerabilities. However, most cybersecurity 
initiatives face more demand than financial resources available. Leaders are often under pressure to simultaneously deliver on today’s 
pressing commitments by troubleshooting and finding innovative solutions while investing in applications that will allow for future success.

Douglas Leone, Cybersecurity Division Chief, Information Technology, State of California, Employment Development Department 

Mario F. Garcia, Supervisory Cybersecurity Advisor, Cybersecurity and Infrastructure Security Agency (CISA)

Ryan Hudson, Information Security and Privacy Officer, Department of Rehabilitation, Information Security and Privacy Office (ISPO)

Thea Man, Information Security Officer, Office of Data and Innovation

Dr. Mike Lloyd, Chief Technology Officer, RedSeal

Moderator: Fadi Fadhil, Chief Information Officer, Director of Field Strategy, Palo Alto Networks 

12:45pm Closing Remarks from Chair  
Fadi Fadhil, Chief Information Officer, Director of Field Strategy, Palo Alto Networks

12:55pm Networking Lunch

Chair Platinum

Our Sponsors  
Gold Silver


