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• Department of Defence

• Department of Justice

• Department of Treasure

• Department of Customer 
Service

• Department of Planning and 
the Environment

• Court Services

• Department of Transport

• Department of Education

• Department of Health

• Department of Premier and 
Cabinet

• Department of Science and 
Technology

• Digital Government

Chiefs/Directors/Heads/Managers of: 

//  Who  You’ll Meet

Learn about the latest methods to protect your networks and 
keep data safe from bad actors

Network with leaders and collaborate to learn the techniques 
they are employing to protect their systems

Discover new technologies helping to strengthen defences, 
improve security and create multiple layers of protection

Hear case studies from leaders across the country who are 
navigating the challenges facing cyber specialists as threats 
continue to escalate

//  Benefits  of AttendingAdapting for a More Resilient Enterprise in the Next 
Normal
The importance of enhanced cyber security is making headlines as 
rising international tensions have reiterated the need for improved 
resilience across the nation. Security leaders have been told to 
strengthen their defences as attacks on networks and data continue 
to rise. 

Government organisation’s are facing new threats daily and are 
racing to stay ahead of bad actors, who are employing more 
sophisticated methods to successfully breach systems. It is 
imperative new methods and emerging technologies are combined 
with improved practices and good cyber hygiene to protect the 
nation from widespread threats. 

The Public Sector Network’s 2022 Cyber Security Roadshow will 
focus on how to mitigate risk and learn through collaboration. By 
sharing best practices, agencies can employ stronger cyber defence 
strategies and implement them throughout their organisations. 
They can educate their workforce on understanding the need 
for vigilance and how following company policies can help uplift 
resilience. 

The series will head to five cities across Australia to benchmark 
the key challenges faced by the public sector in each state. It will 
provide an opportunity to network and collaborate with leaders 
in the field and feature speakers who will highlight case studies 
specific to each location to help understand the how we can 
improve overall cyber security across the country.

REGISTER TODAY

http://https://publicsectornetwork.co/event/victorian-health-innovation-showcase-2022/
https://event.publicsectornetwork.co/2022-anz-cyber-security-roadshow/registration-government/Site/Register


// Your  Guide 

Day 2 Day 4
Melbourne Perth

7 September

PwC Offices

2 Riverside Quay 
Southbank 3006

15 September

PwC Offices

125 St Georges 
Terrace Perth 6000

Day 1 Day 3 Day 5
Sydney Brisbane Adelaide

6 September

PwC Offices

One International 
Towers           

Watermans Quay 
Barangaroo 2000

8 September

PwC Offices

480 Queen St 
Brisbane City 

4000

21 September

PwC Offices

70 Franklin St 
Adelaide 5000

The presentations were really great, 
transparent and not at all ‘boring’.  
Fantastic presenters and facilitator.

Emergency Services 
Telecommunications Authority



// Your Inspiring  Speakers 

NSW NSW NSW NSW NSW

CHARLOTTE WOOD ANDREW KARVINEN MATTHEW FEDELE- 
SIROTICH

MUTHINDRA GUNASEKARA ANNA AQUILINA

Director | Policy, Awareness and 
Research

Chief Information Security Officer Chief Information Security Officer Director of IT and Shared Services Chief Information Security Officer

Cyber Security NSW Department of Communities and 
Justice

Customer Service NSW Resilience NSW University of Technology, Sydney

NSW NSW NSW NSW NSW

ERICK REYES MICHAEL ABOLTINS ROBIN LONG RICHA ARORA JEFFERSON HAW

Regional Director Security Evangelist (ANZ) Regional Manager Partner Principal Soltions Architect

Thales CPL Securonix Rapid7 PwC Okta



8:30am Registration and Networking Coffee

9:00am Opening from Public Sector Network & Icebreaker 

9:15am Welcome from Chair

Richa Arora, Partner, PwC

9:30am Government Keynote: Creating and Refining Strategies for Resilience – An Integrated Approach for Protection and Response 
• Stronger individual agency cyber security and technology for an uplift to NSW cyber resilience as a whole 

• Collaboration and sharing best practice for a united front against cyber threats- Transport for NSW’s role

• Transport for NSW approach to mitigating risk, educating their workforce and revising and implementing new policies

Charlotte Wood, Director | Policy, Awareness and Research, Cyber Security NSW

9:50am Platinum Partner Session: Identity at the Core of Zero Trust
Today, Zero Trust is no longer a theoretical idea—it’s an active initiative for virtually every company with a digital footprint. However, many 
organisations still have a long way to go to truly reap the rewards of an advanced Zero Trust security architecture with just under half of APAC 
organisations having a defined Zero Trust security initiative in place today (The State of Zero Trust Security 2022, Okta). Join this session to 
discover:

• What should your Zero Trust ‘North Star’ be? 

• Hear this years top security strategy takeaways 

• Unpack the five phases of Zero Trust Maturity 

• Where does your organisation sit on the Maturity curve, and what does it mean for your security strategy?

Jefferson Haw, Principal Solutions Architect, Okta

10:10am Gold Partner Session: Securing a Data Dependent World
• Data Dependence has changed cybersecurity

• Embedding Data Security into organisations

• Protecting sensitive data in legacy and new platforms

Erick Reyes, Regional Director, Thales Cloud Protection & Licensing (CPL)

//  Explore  the Agenda - NSW - 6 September



10:30am Government Keynote: How the Department of Communities and Justice Identify Vulnerabilities and The Latest Threats to Your Organisation 
• The difficulty in identifying vulnerabilities within the supply chain

• The evolving threats within the supply chain

• The element of ‘human trust’ needed to mitigate supply chain risk

Andrew Karvinen, Chief Information Security Officer, Department of Communities and Justice NSW

10:50am Morning Tea and Networking Break  

11:10am Concurrent Roundtable Discussions

Roundtable 1
How to Realise 
Federated Identity in 
days not months

Jefferson Haw, Principal 
Solutions Architect, Okta

Roundtable 2
Taking the security handbrake 
off your Data Driven 
Transformation

Erick Reyes, Regional Director, 
Thales Cloud Protection & Licensing 
(CPL)

Roundtable 3
Managing risk and the ISM 
framework across multiple 
public cloud environments

Robin Long, Regional Manager, 
Rapid7

Roundtable 4
Three Threat Trends Trends – 
How to Respond for the Pain to 
Go Away

Michael Aboltins, Security 
Evangelist (ANZ), Securonix

12:10pm Panel Discussion: The Changing Cyber Security Landscape – Identifying Priorities and Implementing New Capabilities for Better Outcomes
• How to decide what to prioritise to uplift cyber security in your organisation 

• The international landscape – how it’s impacting Australian organisations 

• Improving capabilities through new technology, patching and updates 

• Preparedness for early detection and containing a breach 

Matthew Fedele-Sirotich, Chief Information Security Officer, Customer Service NSW
Muthindra Gunasekara, Director IT and Shared Services, Resilience NSW
Anna Aquilina, Chief Information Security Officer, University of Technology Sydney
Robin Long, Regional Manager, Rapid7

12:50pm Closing remarks from Chair and Networking Lunch



// Your Inspiring  Speakers 

VIC VIC VIC VIC VIC VIC

ROD APOSTAL VIJAY NARAYAN LAURIE JOYCE JOHN STEVENS ANAFRID BENNET MARY MULHEARN

Chief Information Officer Chief Information Security Officer Head of Security Compliance Manager IT Security Architecture 
& Operations

Head of Security and Operations IT Governance, Architecture & 
Assurance Manager

Victorian Ombudsman Enviromental Protection 
Authority

Australian Red Cross Lifeblood Department of Justice and 
Community Safety

Greater Western Water Greater Western Water

VIC VIC VIC VIC VIC

BRIAN GRANT MICHAEL ABOLTINS JIM KATSOS ROBIN LONG DANIEL MUCHOW

AN/Z Regional Director Security Evangelist (ANZ) Manager Solutions Engineering Regional Manager Director, Cyber Security and 
Digital Trust

Thales CPL Securonix Okta Rapid7 PwC



8:30am Registration and Networking Coffee

9:00am Opening from Public Sector Network & Icebreaker 

9:10am Welcome from Chair

Daniel Muchow, Director, Cyber Security and Digital Trust, PwC

9:20am Government Keynote: Preaching to the Converted – How Do We Get the Message on the Pain Points to a Broader Audience
• Conveying the risk and impact of a cyber breach to your organisation 

• How do we ensure the understanding of cyber risk is there for non-cyber people

• Mitigating risk by educating your workforce and revising and implementing new policies

Laurie Joyce, Head of Security Compliance, Australian Red Cross Lifeblood

9:40am Platinum Partner Session: Identity at the Core of Zero Trust
Today, Zero Trust is no longer a theoretical idea—it’s an active initiative for virtually every company with a digital footprint. However, many 
organisations still have a long way to go to truly reap the rewards of an advanced Zero Trust security architecture with just under half of APAC 
organisations having a defined Zero Trust security initiative in place today (The State of Zero Trust Security 2022, Okta). Join this session to 
discover:

• What should your Zero Trust ‘North Star’ be? 

• Hear this years top security strategy takeaways 

• Unpack the five phases of Zero Trust Maturity 

• Where does your organisation sit on the Maturity curve, and what does it mean for your security strategy?

Jim Katsos, Manager Solutions Engineering, Okta

10:00am Government Case Study: The Importance of Protecting Citizen Data - Maintaining Trust in Victorian Agencies 
• Securing data in a volatile threat environment – the best methods of protection being employed in Victoria

• What a breach could mean for your customers and employees of government agencies 

• The rapid digital transformation – how it has affected data security and how the Victorian Ombudsman is shoring up defences 

Rod Apostal, Chief Information Officer, Victorian Ombudsman

10:20am Gold Partner Session Securing a Data Dependent World
• Data Dependence has changed cybersecurity

• Embedding Data Security into organisations

• Protecting sensitive data in legacy and new platforms

Brian Grant, AN/Z Regional Director, Thales Cloud Protection & Licensing (CPL)

//  Explore  the Agenda - VIC - 7 September



10:40am Government Keynote: Building a Cyber Security Program while Managing Threats and Vulnerabilities? 
• What does a modern security program look like? 

• What are the steps to build a security program? 

• How do you communicate the program and get support from the board? 

Vijay Narayan, Chief Information Security Officer, Environment Protection Authority VIC

11:00am Morning Tea and Networking Break 

11:20am Concurrent Roundtable Discussions

Roundtable 1
How to Realise Federated 
Identity in days not months

Jim Katsos, Manager Solutions 
Engineering, Okta

Roundtable 2
Taking the security 
handbrake off your Data 
Driven Transformation

Brian Grant, A/NZ Regional 
Director, Thales Cloud 
Protection & Licensing (CPL)

Roundtable 3
Managing risk and the ISM 
framework across multiple 
public cloud environments

Robin Long, Regional Manager, 
Rapid7

Roundtable 4
Three Threat Trends Trends – 
How to Respond for the Pain to 
Go Away

Michael Aboltins, Security Evangelist 
(ANZ), Securonix

12:20pm Panel Discussion: The Changing Cyber Security Landscape – Identifying Priorities and Implementing New Capabilities for Better 
Outcomes
• How to decide what to prioritise to uplift cyber security in your organisation 

• The international landscape – how it’s impacting Australian organisations 

• Improving capabilities through new technology, patching and updates 

• Preparedness for early detection and containing a breach 

Mary Mulhearn, IT Governance, Architecture & Assurance Manager, Greater Western Water
John Stevens, Manager Information Security Architecture and Operations, Department of Justice and Community Safety
Anafrid Bennet, Head of Security and Operations, Greater Western Water
Robin Long, Regional Manager, Rapid7

1:00pm Closing remarks from Chair and Networking Lunch



// Your Inspiring  Speakers 

QLD QLD QLD QLD QLD QLD

DAVID TUFFLEY ALEX ADAMS ROBERT CHAMPION MANDY TURNER ANAFRID BENNET ROWAN SALT

Senior Lecturer, School of 
Information & Communication 

Technology

Deputy Commissioner and Chief 
Information Security Officer 

Enterprise Solutions & Technology 
– Service Operations

Queensland Government Chief 
Information Security Officer

Manager Cyber Security 
Operations Centre | Adjunct 

Lecturer School of Social Science 
(Criminology)

Head of Security and Operations Chief Information Officer

Griffith University Australian Tax Office Queensland Government 
Customer and Digital Group

University of Queensland Greater Western Water University of Queensland

QLD QLD QLD QLD QLD

BRIAN GRANT JAMES DARWIN ROBIN LONG JAYNESH NAIRAN SCOTT MANN

AN/Z Regional Director Senior Solutions Engineer Regional Manager Director, Cyber Security and 
Digital Trust

Incident Response Manager - 
APAC

Thales CPL Okta Rapid7 PwC Check Point



8:30am Registration and Networking Coffee

9:00am Opening from Public Sector Network & Icebreaker 

9:10am Welcome from Chair

Jaynesh Narain, Director, Cyber Security and Digital Trust, PwC

9:20am Government Keynote: Understanding Cybercrime to Enhance Your Organisation’s Cyber Security 
• How analysing cybercrime can aid in improving your cyber defence 

• Implementing emerging technologies and how they can make your organisation vulnerable to a breach

• The evolution of cybercrime and what does the future look like?

Mandy Turner, Manager Cyber Security Operations Centre | Adjunct Lecturer School of Social Science (Criminology), University of Queensland

9:40am Platinum Partner Session Securing a Data Dependent World
• Data Dependence has changed cybersecurity

• Embedding Data Security into organisations

• Protecting sensitive data in legacy and new platforms

Brian Grant, AN/Z Regional Director, Thales Cloud Protection & Licensing (CPL)

10:00am Government Case Study: Towards Resilience: Social & Ethical Issues in Cybersecurity  
• Challenges in developing cybersecurity resilience

• What are the social issues in cybersecurity? What form do they take?

• Consent; informed consent, implied consent

• Ethical issues; right to be forgotten, organisational culture, traits of an ethical leader

David Tuffley, Senior Lecturer, School of Information & Communication Technology, Griffith University

10:20am Gold Partner Session: Identity at the Core of Zero Trust
Today, Zero Trust is no longer a theoretical idea—it’s an active initiative for virtually every company with a digital footprint. However, many 
organisations still have a long way to go to truly reap the rewards of an advanced Zero Trust security architecture with just under half of APAC 
organisations having a defined Zero Trust security initiative in place today (The State of Zero Trust Security 2022, Okta). Join this session to 
discover:

• What should your Zero Trust ‘North Star’ be? 

• Hear this years top security strategy takeaways 

• Unpack the five phases of Zero Trust Maturity 

• Where does your organisation sit on the Maturity curve, and what does it mean for your security strategy?

James Darwin, Senior Solutions Engineer, Okta

//  Explore  the Agenda - QLD - 8 September



10:40am Government Keynote: People as the First Line of Defence
• Preparation to lessen the impact if a cyber attack occurs

• The challenges of cyber security – why people remain so important 

• How staff can prevent an attack before it happens using best practice security measures

Anafrid Bennet, Head of Security and Operations, Greater Western Water

11:00am Morning Tea and Networking Break 

11:20am Concurrent Roundtable Discussions

Roundtable 1
How to Realise Federated 
Identity in days not 
months

James Darwin, Senior 
Solutions Engineer, Okta

Roundtable 2
Taking the security handbrake 
off your Data Driven 
Transformation

Brian Grant, A/NZ Regional 
Director, Thales Cloud Protection 
& Licensing (CPL)

Roundtable 3
Managing risk and the ISM 
framework across multiple 
public cloud environments

Robin Long, Regional Manager, 
Rapid7

Roundtable 4
Incident Response: A critical 
building block of Cyber 
Resilience – an in-depth 
discussion
Scott Mann, Incident Response 
Manager - APAC, Check Point

12:20pm Panel Discussion: The Changing Cyber Security Landscape – Identifying Priorities and Implementing New Capabilities for Better 
Outcomes
• How to decide what to prioritise to uplift cyber security in your organisation 

•  The international landscape – how it’s impacting Australian organisations 

•  Improving capabilities through new technology, patching and updates 

•  Preparedness for early detection and containing a breach 

Robert Champion, Queensland Government Chief Information Security Officer, Queensland Government Customer and Digital Group
Alex Adams, Deputy Commissioner and Chief Information Security Officer Enterprise Solutions & Technology – Service Operations, Australian 
Tax Office
Rowan Salt, Chief Information Officer, The University of Queensland
Robin Long, Regional Manager, Rapid7

1:00pm Closing remarks from Chair and Networking Lunch



// Your Inspiring  Speakers 

WA WA WA WA WA WA

KAREN OWENS CHAD MADAFFARI SUE WILSON MA’EN ABDULLA RASHMI DAYAL DAMIAN SHEPHERD

Chief Information Security Officer Manager Cyber Security, Strategy 
Architecture and Security

Chief Information Officer Acting Director ICT Manager of ICT Planning and 
Governance

Director of State Records

WA Police Force Water Corporation Department of Primary 
Industries and Regional 

Development

Child and Adolescent Health 
Services

North Metropolitan Health 
Service

State Records Office, WA

WA

SCOTT MANN

Incident Response Manager - 
APAC

Check Point

WA

DANY LECLERC

Senior Solutions Engineer

Okta

WA

ROBIN LONG

Regional Manager

Rapid7

WA

RYAN MENEZES

Partner, Cybersecurity & Digital 
Trust

PwC



8:30am Registration and Networking Coffee

9:00am Opening from Public Sector Network & Icebreaker 

9:10am Welcome from Chair

Ryan Menezes, Partner, Cybersecurity & Digital Trust, PwC

9:20am Government Keynote: WA Police Force’s Strategies for Resilience, Protection and Response 
• Cyber uplift to improve overall data and network protection

• How the WA Police are countering the latest threats

• The latest strategies being employed by WA Police Force for better resilience

Karen Owens, Chief Information Security Officer, WA Police Force

9:40am Platinum Partner Session: Incident Response: A critical building block of Cyber Resilience 
• How to have more than a plan, have a purpose!

• Proactively investigating your environment

• How to respond rather than react and avoid the crisis – case studies and stories from the trenches

Scott Mann, Incident Response Manager - APAC, Check Point

10:00am Government Case Study: Strategy, Challenges and How Water Corporation is Looking to Tackle Them 
• Tailoring and improving our current cyber strategies for uplift across Water Corporation as a whole

• The challenges Water Corporation has faced in Cyber Security and how we are looking to tackle them

• Water Corporation’s new systems to identify and verify users and protect information 

Chad Madaffari, Manager Cyber Security, Strategy Architecture and Security, Water Corporation

10:20am Gold Partner Session

//  Explore  the Agenda - WA - 15 September



10:40am Government Keynote: Good Information Governance as a Foundation for Cyber Security 
• What is good information governance? 

• How information governance helps keep networks and data secure

• How management of information is improving cyber security for the WA public sector

Damian Shepherd, Director of State Records, State Records Office, WA

11:00am Morning Tea and Networking Break  

11:20am Concurrent Roundtable Discussions

Roundtable 1
How to Realise Federated Identity in 
days not months

Dany Leclerc, Senior Solutions Engineer, Okta

Roundtable 2
Incident Response: A critical building 
block of Cyber Resilience – an in-depth 
discussion

Scott Mann, Incident Response Manager - 
APAC, Check Point

Roundtable 3
Managing risk and the ISM framework 
across multiple public cloud 
environments

Robin Long, Regional Manager, Rapid7

12:20pm Panel Discussion: The Changing Cyber Security Landscape – Identifying Priorities and Implementing New Capabilities for Better Outcomes
• How to decide what to prioritise to uplift cyber security in your organisation 

•  The international landscape – how it’s impacting Australian organisations 

•  Improving capabilities through new technology, patching and updates 

•  Preparedness for early detection and containing a breach 

Sue Wilson, Chief Information Officer, Department of Primary Industries and Regional Development 
Ma’en Abdulla, Acting Director ICT, Child and Adolescent Health Services
Rashmi Dayal, Manager ICT Planning and Governance, North Metropolitan Health Services
Robin Long, Regional Manager, Rapid7

1:00pm Closing remarks from Chair and Networking Lunch



// Your Inspiring  Speakers 

SA SA SA SA SA SA

WILL LUKER LUKE TOOP MIRANDA SHAW AHMED DAWOUD NATHAN MORELLI NEIL ADDLETON

Chief Information Security Officer Deputy Director of Strategy and 
Architecture

Director, Strategic Cyber Program Cyber Security and Artificial 
Intelligence, Researcher and 

Lecturer

Head of Cyber Security and IT 
Resilience

Senior Security Advisor

Department of Premier and 
Cabinet, SA

Department of Premier and 
Cabinet, SA

Australian Tax Office University of South Australia SA Power Networks Digital Health SA

SA SA SA SA

SCOTT MANN ALI JEBEILE ROBIN LONG JAMES CALDER

Incident Response Manager - 
APAC

Solutions Engineer Regional Manager Partner, Cybersecurity & Digital 
Trust

Check Point Okta Rapid7 PwC



8:30am Registration and Networking Coffee

9:00am Opening from Public Sector Network & Icebreaker 

9:10am Welcome from Chair

James Calder, Partner, Cybersecurity & Digital Trust, PwC

9:20am Government Keynote: Creating and Refining Strategies for Resilience – An Integrated Approach for Protection and Response 
• Stronger individual agency cyber security and technology for an uplift to resilience as a whole across South Australia 

• Collaboration and sharing best practice within government agencies for a united front against bad actors 

• Mitigating risk by educating the South Australian workforce and revising and implementing new policies

Will Luker, Chief Information Security Officer, Department of Premier and Cabinet SA

9:40am Platinum Partner Session: Incident Response: A critical building block of Cyber Resilience 
• How to have more than a plan, have a purpose!

• Proactively investigating your environment

• How to respond rather than react and avoid the crisis – case studies and stories from the trenches

Scott Mann, Incident Response Manager - APAC, Check Point

10:00am Government Case Study: Building an Intelligence Lead, Threat Informed and Risk Based Cyber Security Strategy 
• How intelligence and threat knowledge informs priorities

• How to build an effective cyber security strategy

• The SA Power Network cyber strategy moving forward

Nathan Morelli, Head of Cyber Security and IT Resilience, SA Power Networks

10:20am Gold Partner Session: Responding to Ransomware - Tools to Build Your Threat Defense Architecture
Organisations are increasingly at risk from skilful attackers and potent cyberthreats. The cost of cyberattacks could go beyond millions of 
dollars to fix breaches. The potential breach of secure data, loss of intellectual and personnel data, and extreme remediation also come at a 
high price. This session explores:
• The rise and the evolution of ransomware attack 

• How modern data protection capabilities can enhance an organization’s security posture

• Building a Threat Defence Architecture that brings SecOps and IT Ops together.

Derek Cowan, Director of Systems Engineering APAC, Cohesity

//  Explore  the Agenda - SA - 21 September



10:40am Government Keynote: Enterprise Architecture and Our Cyber Security Challenges
• The evolving nature of the cyber security landscape

• Enterprise architecture, strategy and planning for the unknown

• The challenges - and opportunities - for the public sector response to the changes in the environment 

Luke Toop, Deputy Director Strategy and Architecture, Department of Premier and Cabinet SA

11:00am Morning Tea and Networking Break  

11:20am Concurrent Roundtable Discussions

Roundtable 1
How to Realise 
Federated Identity in 
days not months

Ali Jebeile, Solutions 
Engineer, Okta

Roundtable 2
Incident Response: A critical 
building block of Cyber 
Resilience – an in-depth 
discussion

Scott Mann, Incident Response 
Manager - APAC, Check Point

Roundtable 3
Managing risk and the ISM 
framework across multiple 
public cloud environments

Robin Long, Regional Manager, 
Rapid7

Roundtable 4
Defend Your Data: Refuse the 
Ransom

Derek Cowan, Director of Systems 
Engineering APAC, Cohesity

12:20pm Panel Discussion: The Changing Cyber Security Landscape – Identifying Priorities and Implementing New Capabilities for Better 
Outcomes
• How to decide what to prioritise to uplift cyber security in your organisation 

•  The international landscape – how it’s impacting Australian organisations 

•  Improving capabilities through new technology, patching and updates 

•  Preparedness for early detection and containing a breach 

Miranda Shaw, Director Strategic Cyber Program, Australian Tax Office
Ahmed Damoud, Cyber Security and Artificial Intelligence, Researcher and Lecturer, University of South Australia
Neil Addleton, Senior Security Advisor, Digital Health SA
Robin Long, Regional Manager, Rapid7

1:00pm Closing remarks from Chair and Networking Lunch



// Event  Partners 


